**Akanksha Reddy**![A blue hexagon with white text

Description automatically generated](data:image/jpeg;base64,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)

***Professional Summary***

An experienced IT professional with 10+ years of practical experience in cloud technology platforms such as AWS, Microsoft Azure, and GCP across the entire Software Development Life Cycle. Possessing advanced proficiency in CI/CD practices and release management, with specialized skills in tools like Maven, Jenkins, Kubernetes, Docker, Gitlab, Ansible, and Terraform.

* Experience in AWS platform and its features including IAM, EC2, EBS, VPC, RDS, Cloud Watch, Cloud Trail, Cloud Formation AWS Configuration, Autoscaling, CloudFront, S3, SQS, SNS, Lambda and Route53 .
* Worked on architecture creation off various components of AWS by using different services such as EC2, EBS, VPC,RDS, ELB, S3, cloud watch, simple notification service (SNS), simple query service(SQS) call more cloud formation, IAM, dynamo DB, ECS and EKS.
* Experienced with Terraform key features such as Infrastructure as code, Execution plans, Resource Graphs, Change Automation. Collaborate in the automation of AWS infrastructure via Terraform and JENKINS -services configuration via Chef Cookbooks.
* Implemented a 'server less' architecture using API Gateway, Lambda, and DynamoDB and deployed AWS Lambda code from Amazon S3 buckets. Created a Lambda Deployment function, and configured it to receive events from your S3 bucket
* Extensively used to develop strategy in various DevOps tools like SUBVERSION, GIT, GITHUB, MAVEN, JENKINS, DOCKER, KUBERNETES, NAGIOS Along with implementing them in cloud environments like AWS.
* Experienced in using larger environments ANSIBLE for the use of configuration management and ensure scalability across multiple Linux environments.
* Experienced in Using ANT and PYTHON scripts to automate the Build and Deployment process.
* Configured JENKINS as a CI engine to build and promote applications to QA, UAT and Staging to LINUX environments.
* Hands on with PUPPET Manifest files to deploy automated tasks to many servers at once.
* Extensive use of build and automation tools like ANT and MAVEN for building the project and deploying the artifacts which were generated from the source code in the process.
* Extensive experience in containerizing applications using Docker, creating Docker images, managing containers, and optimizing deployments with Docker Compose and Kubernetes for seamless application scalability and portability.
* Proficient in monitoring applications running on Azure using Azure Monitor, Application Insights, and Log Analytics, ensuring performance optimization, proactive troubleshooting, and real-time alerting for enhanced system reliability and availability.
* Developed PYTHON script that allows access tokens of artifactory to send images from DOCKER registry.
* Experience using NAGIOS monitoring system and different Bug Tracking Tools like Remedy, Jira, ServiceNow and Clear Quest. Designed, deployed, and coordinated with different teams to enhance ELK platform and took ownership of new technologies.
* Used Docker and Kubernetes as the build, test, and deployment runtime environments for the CI/CD system
* Knowledge of testing frameworks like JUNIT and SELENIUM as well as defect management solutions like REMEDY, JIRA, and SERVICE NOW. Monitoring using ANSIBLE Playbooks and has integrated ANSIBLE with JENKINS.
* Configured, Managed Monitoring Tools such as NAGIOS, SPLUNK for Resource Monitoring, Network Monitoring, Log Trace Monitoring.
* Experienced in writing Shell Scripts in Bash and Corn tab in LINUX to automate the tasks.
* Good understanding of the principles and best practices of Software Configuration Management (SCM) in Agile, scrum, and Waterfall methodologies.

***Technical skills***

|  |  |
| --- | --- |
| **Operating Systems** | Windows, UNIX, Ubuntu, Redhat/CentOS Linux. |
| **Clouds** | AWS, Azure, GCP |
| **CM Tools** | Chef, Puppet, Ansible |
| **Automation Tools** | Jenkins, Bamboo |
| **Build Tools** | ANT, MAVEN |
| **Continuous Deployment** | Artifactory, Nexus, Jboss |
| **Version Control Tools** | Subversion, Git, TFS, Bit Bucket |
| **Monitoring Tools** | Nagios, Splunk and cloud watch |
| **Virtualization** | Vagrant, Docker, ESXi, Kubernetes, Virtual Box and VMware. |
| **Scripting** | Shell, Bash, Perl, Ruby and Python. |
| **Container Management Tools** | Docker, Kubernetes, Mesos, Aws ECS |
| **Operating Systems** | Cent OS, Ubuntu, RHEL and Windows. |
| **Programming languages** | C++, Python, XML, HTML, Shell Scripting, YAML, Ruby and PowerShell |
| **Web/Application Servers** | Web logic, Web sphere, Apache Tomcat, Nginx |
| **Databases** | My SQL, MS SQL, Oracle, PostgreSQL, DynamoDB, Cassandra |
| **Bug Tracking Tools** | JIRA, Remedy, HP Quality Center, Bugzilla |

***Certifications:*** AWS Certification Solution Architect.

***Professional Experience:***

***Client: PharmaCord Aug 2022 – Present***

***Role: Senior AWS Cloud Engineer Jeffersonville, IN***

***Responsibilities:***

* Architected and deployed serverless solutions using AWS Lambda and API Gateway, maximizing scalability, reducing operational overhead, and optimizing resource utilization for event-driven workloads.
* Provisioned and managed cloud infrastructure using Infrastructure as Code (IaC) tools like Terraform and AWS CDK, enabling consistent, repeatable, and scalable deployments across environments.
* Orchestrated and deployed containerized workloads with AWS Fargate and Amazon EKS, achieving efficient scaling, fault tolerance, and streamlined application delivery.
* Implemented centralized logging and distributed tracing solutions with AWS CloudWatch Logs and AWS X-Ray, delivering real-time observability, root cause analysis, and performance diagnostics.
* Designed and executed advanced CI/CD pipelines incorporating canary deployments, A/B testing, and automated rollback mechanisms, ensuring safe and rapid delivery of application updates.
* Developed and maintained high-performance backend services and APIs using Python frameworks such as Django and Flask, ensuring application scalability, reliability, and maintainability.
* Built scalable ETL pipelines leveraging Pandas, NumPy, and Dask, enabling efficient extraction, transformation, and loading of large datasets for data-driven applications and analytics.
* Automated operational and administrative tasks using Python scripting, with libraries like Paramiko, Fabric, and PyAutoGUI, improving efficiency, consistency, and reducing manual intervention.
* Designed automated incident detection and remediation workflows utilizing AWS Step Functions and Lambda, reducing time to resolution and enhancing system resilience.
* Provisioned and managed Amazon EC2 instances to host web applications, databases, and microservices, optimizing for performance, cost-efficiency, and availability.
* Utilized key EC2 features including Elastic Block Store (EBS) for durable storage, Security Groups for access control, and IAM roles for fine-grained security and permissions management.
* Configured AWS CloudFront with geo-restriction, signed URLs, and signed cookies to enforce content access controls based on user location and authentication.
* Engaged with AWS and cloud service providers (CSPs) to monitor platform developments, participate in roadmap discussions, and incorporate evolving best practices into cloud strategy.
* Drove cloud cost optimization initiatives using AWS Cost Explorer and Reserved Instances, identifying opportunities to reduce spend while maintaining service quality.
* Enhanced database scalability and performance by implementing read replicas and utilizing Aurora features such as Serverless, Global Database, and Multi-Master for high availability.
* Established infrastructure security standards and ensured compliance using AWS Security Hub and AWS Config, identifying vulnerabilities and enforcing policy-driven governance.
* Deployed applications using blue-green deployment strategies, minimizing downtime and enabling instant rollback to stable environments during release cycles.
* Engineered secure and scalable network topologies through AWS Transit Gateway and VPC peering, supporting seamless communication across distributed systems and accounts.
* Conducted proactive performance tuning and optimization of cloud infrastructure, maintaining high system uptime, responsiveness, and cost-effectiveness.
* Designed and implemented disaster recovery frameworks using AWS Backup and cross-region replication, ensuring robust data protection and business continuity.
* Configured AWS S3 buckets with versioning, lifecycle policies, and cross-region replication, maintaining high data durability, retention, and geographic resilience.
* Architected and deployed multi-tier cloud environments using AWS CloudFormation, standardizing the provisioning of network, compute, and storage resources via reusable templates.
* Implemented dynamic Auto Scaling policies based on custom CloudWatch metrics, automatically adjusting compute capacity to match real-time demand and optimize operational costs.
* Developed event-driven architecture patterns using Amazon EventBridge, automating responses to system events and orchestrating reactive workflows across services.
* Executed seamless migrations of legacy systems to AWS using AWS Server Migration Service (SMS), reducing downtime, risk, and manual effort during transition.
* Integrated GitHub repositories with AWS CodePipeline, automating code compilation, testing, and deployment to accelerate delivery and ensure CI/CD best practices.
* Designed and enforced cross-account IAM roles and policies, enabling secure and auditable resource sharing while upholding the principle of least privilege.

***Environment*:** AWS Lambda, Amazon API Gateway, AWS CloudWatch Logs, AWS X-Ray, AWS Glue, Amazon Kinesis, AWS Fargate, Amazon Elastic Kubernetes Service (Amazon EKS), AWS CloudFormation, Amazon EventBridge (formerly CloudWatch Events), AWS Step Functions, Amazon EC2 (Elastic Compute Cloud), Amazon Elastic Block Store (EBS), Amazon Virtual Private Cloud (VPC), Amazon CloudFront, AWS IAM (Identity and Access Management), AWS Security Hub, AWS Config, AWS Auto Scaling, AWS S3 (Simple Storage Service), AWS Backup, AWS Transit Gateway

***Client: Dell July 2019 – Aug 2022***

***Title: Senior AWS Cloud Engineer Austin, TX***

***Responsibilities:***

* Designed and deployed highly available, cloud-native architectures leveraging core AWS services, ensuring scalability, fault tolerance, and operational efficiency across enterprise workloads.
* Utilized microservices architecture within AWS to modularize applications, enabling independent scaling, faster deployments, and improved system maintainability.
* Engineered end-to-end CI/CD pipelines using AWS CodePipeline, automating software builds, tests, and deployments for streamlined release management.
* Containerized and orchestrated applications using Docker and Kubernetes, ensuring efficient resource utilization, portability, and high availability within the AWS ecosystem.
* Adopted GitOps methodologies for deployment automation and version control, enhancing consistency and reliability of configurations across AWS environments.
* Conducted comprehensive cloud security assessments and implemented AWS security best practices to mitigate risks and protect infrastructure from emerging threats.
* Designed and implemented hybrid cloud architectures, integrating on-premises systems with AWS services to support seamless data migration and workload portability.
* Leveraged AWS Lambda for building scalable, event-driven serverless applications, reducing infrastructure costs and operational overhead.
* Implemented Infrastructure as Code (IaC) best practices using Terraform and AWS CloudFormation, enabling automated, repeatable, and auditable provisioning processes.
* Built robust RESTful APIs using Python, employing frameworks like FastAPI to deliver high-performance, low-latency integration services between internal systems and third-party platforms.
* Developed dynamic data visualization dashboards using Matplotlib, Seaborn, Plotly, and Dash, driving actionable insights through interactive analytics tools.
* Automated data collection pipelines for market intelligence, leveraging Python libraries such as BeautifulSoup, Scrapy, and Selenium for large-scale web scraping and analysis.
* Collaborated with cybersecurity teams to design and implement automated incident detection and response workflows, improving cloud security posture and reducing mean time to resolution (MTTR).
* Automated the generation of infrastructure documentation, ensuring up-to-date and easily accessible records of AWS deployments and configurations.
* Led the development of multi-cloud strategies, using AWS alongside other CSPs to avoid vendor lock-in, enhance disaster recovery capabilities, and improve service availability.
* Established continuous compliance monitoring frameworks, using AWS-native tools to enforce security standards and regulatory requirements across the cloud environment.
* Architected serverless data processing pipelines on AWS for real-time analytics and event-driven insights, enabling responsive decision-making.
* Performed architecture evaluations and performance tuning sessions, optimizing AWS resource utilization to align with business and technical goals.
* Extended CI/CD capabilities through the development of custom integrations and plugins, enhancing deployment workflows within AWS DevOps toolchains.
* Implemented comprehensive automated testing strategies within CI/CD pipelines, improving application reliability, performance, and code quality.
* Drove cost optimization initiatives through usage of AWS Cost Explorer, detailed tagging strategies, and reserved capacity planning, reducing unnecessary cloud expenditures.
* Conducted continuous cloud performance optimization, ensuring efficient use of compute, storage, and network resources in dynamic AWS environments.
* Implemented infrastructure automation practices, significantly reducing manual errors and increasing deployment velocity using tools such as Terraform and CloudFormation.
* Led the migration of legacy applications to AWS, ensuring minimal disruption and improved resource utilization through phased cutovers and testing strategies.
* Integrated Amazon S3 as a primary solution for durable, scalable object storage, supporting backups, analytics, and static content delivery.
* Configured AWS Elastic Beanstalk environments for rapid deployment and management of web applications, enabling auto-scaling and high fault tolerance.
* Enforced strict security controls using AWS IAM, designing fine-grained roles and policies to ensure least privilege access across environments.
* Utilized Amazon RDS for provisioning fully managed relational databases, ensuring performance, availability, and automated backups for mission-critical applications.
* Led implementation of Amazon Redshift as a centralized data warehouse, enabling scalable business intelligence and advanced analytical capabilities.
* Designed and tested disaster recovery solutions using AWS Backup and AWS Elastic Disaster Recovery, ensuring minimal data loss and rapid recovery during outages.
* Stayed current with AWS innovations and industry best practices, continuously integrating emerging technologies and methodologies to enhance cloud architecture and operations.

***Environment*:** AWS CodePipeline, AWS Lambda, AWS CloudFormation, Amazon S3, AWS Elastic Beanstalk, AWS Identity and Access Management (IAM), Amazon RDS, Amazon Redshift, AWS Backup, AWS Disaster Recovery

***Client: Fidelity Jan 2018 – June 2019***

***Title: AWS Cloud Engineer Charlotte, NC***

***Responsibilities:***

* Managed a complex hybrid cloud environment across on-premises infrastructure and AWS, ensuring seamless integration, high availability, and operational consistency.
* Architected event-driven solutions leveraging AWS Lambda, enabling real-time responsiveness and reduced infrastructure overhead through serverless computing.
* Automated infrastructure provisioning and configuration management using AWS Systems Manager, Ansible playbooks, and custom workflows to improve deployment speed and consistency.
* Implemented GitOps workflows for infrastructure and application management, utilizing AWS CodeCommit and AWS CodePipeline to enable declarative, version-controlled deployments.
* Streamlined the CI/CD process with AWS CodePipeline, automating build, test, and deployment stages to accelerate software delivery and reduce human error.
* Designed robust disaster recovery and backup strategies using AWS Backup and AWS Elastic Disaster Recovery, ensuring data resilience and minimal downtime during outages.
* Performed in-depth security assessments and enforced compliance policies using AWS Security Hub, reducing risk exposure and aligning with regulatory frameworks.
* Led cloud migration initiatives via AWS Migration Hub, facilitating seamless transitions of mission-critical workloads to the cloud with minimal disruption.
* Developed automated testing frameworks using Python’s unittest, pytest, and nose2, enabling continuous integration and maintaining high code quality standards.
* Interfaced with SQL and NoSQL databases in Python using SQLAlchemy, PyMySQL, and PyMongo, enabling robust data access, transformation, and manipulation.
* Engineered custom Python automation scripts to batch-process large datasets and streamline operational workflows, significantly improving team productivity.
* Implemented multi-region redundancy and failover using Amazon Route 53, AWS Multi-AZ deployments, and Auto Scaling, ensuring fault tolerance and business continuity.
* Executed cloud cost optimization strategies with AWS Cost Explorer, identifying underutilized resources and improving cost efficiency through rightsizing and reserved instance planning.
* Built custom monitoring dashboards using Amazon CloudWatch and AWS X-Ray, providing deep insights into application performance, latency, and service health.
* Automated critical data backups and disaster recovery processes with AWS Backup and Elastic Disaster Recovery, ensuring rapid recovery and minimizing data loss.
* Tuned and optimized performance of Amazon RDS instances, enhancing database throughput, query response times, and overall efficiency for transactional workloads.
* Established fine-grained access control through AWS IAM policies and role-based access controls (RBAC), upholding the principle of least privilege and tightening security.
* Created and maintained detailed operational runbooks using AWS Systems Manager, facilitating standardized, rapid incident response and system recovery.
* Implemented continuous compliance and configuration monitoring using AWS Config and Security Hub, ensuring ongoing adherence to internal and external regulatory standards.
* Conducted proactive capacity planning and forecasting using Amazon CloudWatch metrics and alarms, preparing infrastructure for growth while avoiding performance bottlenecks.
* Designed high-availability architectures for mission-critical services using Elastic Load Balancers (ALB/NLB), Amazon Route 53, and multi-AZ deployment strategies.
* Centralized log aggregation and analysis using Amazon CloudWatch Logs and Amazon OpenSearch Service (formerly Elasticsearch) to enable real-time alerting, auditing, and troubleshooting.
* Architected scalable storage solutions with Amazon S3, supporting use cases like static web hosting, data archiving, and file distribution with built-in lifecycle management.
* Integrated S3 event notifications with AWS Lambda, automating serverless data processing workflows that respond to object creation, updates, or deletions in real time.
* Implemented S3 lifecycle policies for automated tiering and cost optimization, transitioning data to Glacier and Glacier Deep Archive based on retention policies.
* Containerized applications using Amazon ECS and EKS, orchestrating scalable, fault-tolerant microservices for production deployments in AWS.

***Environment*:** AWS Lambda, AWS Systems Manager, AWS CodeCommit, AWS CodePipeline, AWS Backup, AWS Disaster Recovery, AWS Security Hub, AWS Migration Hub, Amazon Route 53, AWS Multi-AZ deployments, AWS Cost Explorer, Amazon CloudWatch, AWS X-Ray, Amazon RDS, AWS Identity and Access Management (IAM), AWS Elastic Load Balancer, Amazon Elasticsearch Service, Amazon S3, Amazon Elastic Kubernetes Service (EKS), Amazon Elastic Container Service (ECS)

***Client: American Airlines Oct 2016 – Dec 2017***

***Title: AWS Cloud Infrastructure Atlanta, GA***

***Responsibilities:***

* Led the migration from on-premises infrastructure to a fully cloud-native environment on AWS, ensuring seamless application transitions, improved scalability, and reduced operational overhead.
* Architected scalable and fault-tolerant cloud solutions utilizing core AWS services such as EC2, S3, RDS, and Lambda to support high-performance workloads.
* Developed event-driven, serverless applications using AWS Lambda, authoring functions in Python, Node.js, and Java, and enabling rapid, cost-efficient execution in response to both native AWS events and custom triggers.
* Managed a microservices architecture by integrating Lambda with API Gateway, S3, DynamoDB, and SQS, promoting loosely coupled services and asynchronous communication across distributed systems.
* Implemented fully automated CI/CD pipelines using AWS CodePipeline and CodeBuild, streamlining the build, test, and deploy process for Lambda functions and reducing time-to-market for feature releases.
* Integrated observability tools such as Amazon CloudWatch and the ELK stack (Elasticsearch, Logstash, Kibana) to provide comprehensive, real-time monitoring and logging across distributed systems.
* Conducted regular security audits and vulnerability assessments, enforcing industry-standard compliance measures and proactively mitigating risks across the cloud infrastructure.
* Built high-performance, non-blocking web applications using Python’s asynchronous libraries such as asyncio and aiohttp, enabling efficient handling of concurrent operations.
* Developed CI/CD pipelines with Python-based scripting using tools like Jenkins, GitLab CI, and GitHub Actions, automating critical stages of software delivery across multiple environments.
* Created complex financial models and quantitative algorithms in Python, leveraging Pandas and NumPy to analyze large datasets and support strategic decision-making through data-driven insights.
* Participated in capacity planning and cost optimization efforts, fine-tuning AWS resource allocation and leveraging usage reports to ensure efficient budget utilization.
* Deployed and maintained highly available AWS infrastructure using Auto Scaling Groups, Elastic Load Balancers (ALB/NLB), and Amazon Route 53, achieving high uptime and service reliability.
* Designed comprehensive disaster recovery strategies using AWS Backup, Elastic Disaster Recovery, and cross-region replication, protecting critical data and minimizing operational disruptions.
* Automated infrastructure provisioning and configuration using AWS CloudFormation and AWS Systems Manager, significantly reducing manual processes and deployment times.
* Performed root cause analysis of production issues using AWS X-Ray and CloudTrail, identifying bottlenecks and implementing preventive measures that improved system stability.
* Implemented robust data security measures, including encryption at rest and in transit with AWS KMS and SSL/TLS, ensuring compliance with security regulations and safeguarding sensitive information.
* Provided mentorship and technical leadership, guiding junior engineers on AWS best practices, architecture patterns, and performance optimization techniques to build a skilled and self-sufficient team.
* Authored detailed technical documentation of AWS architectures, processes, and standards, supporting knowledge transfer and accelerating onboarding for new team members.
* Troubleshoot complex AWS infrastructure issues in collaboration with support and customer-facing teams, resolving incidents quickly and maintaining service-level expectations.
* Actively engaged in the AWS ecosystem, attending conferences, webinars, and user group events, staying current on platform advancements and contributing insights back to the team.

***Environment*:** EC2 (Elastic Compute Cloud), S3 (Simple Storage Service), RDS (Relational Database Service), Lambda, API Gateway, DynamoDB, SQS (Simple Queue Service), CodePipeline, CodeBuild, CloudWatch, ELK stack (Elasticsearch, Logstash, Kibana), AWS Backup, AWS Disaster Recovery, Auto Scaling Groups, Elastic Load Balancing, Route 53, AWS CloudFormation, AWS Systems Manager, AWS X-Ray, CloudTrail, AWS Key Management Service (KMS)

***Company: Tavant Sept 2013– Oct 2016***

***Title: System Administrator Bengaluru, India***

***Responsibilities:***

* System Administrator/Integrator role in a large team responsible for maintaining of Linux operating systems such as RHEL, CentOS, Ubuntu. Responsible for Day-to-day systems administration tasks in Solaris, Red hat Linux and AIX servers.
* Setting up and maintaining RHEL, SUSE, Solaris, and Cento’s servers for new and ongoing projects using standalone and network installation methods.
* Develops and maintains Linux Kernels (CentOS and RHEL), application servers – JBoss, Tomcat and Apache, Scripting-Shell scripting, Infrastructure automation.
* Managed system storage requirements, access controls and permissions.
* Make sure the backup of the whole infrastructure is taken everyday before starting of the day
* Worked on LDAP Server and SSL Certificates, two web security technologies. worked on assigning static routes and host names, as well as configuring the network interface and TCP/IP.
* Design, configuration, administration, and development of various open source apps and LAMP (Linux Apache MySQL PHP)-based architecture.
* Managing system processes and scheduling processes with the cron utility
* Learning the new industry technologies and best practices that are used in DevOps environments and recommending newly available technologies to the team.
* Responsible for managing different environments like development stage and production by checking if the resources are configured correctly in all the environments.
* Documenting the steps of the infrastructure that is already existing and participating in on-call rotation along with handling basic production issues.
* Installed, Configured, Managed Monitoring Tools such as Nagios for Resource Monitoring/Network Monitoring/Log Trace Monitoring

***Environment***: System Administration, Linux (RHEL, CentOS, Ubuntu, SUSE, Solaris, AIX), Red Hat Linux, Infrastructure Maintenance, System Storage Management, Backup and Recovery, LDAP, SSL Certificates, Network Configuration, TCP/IP, Open Source Applications, LAMP Stack, JBoss, Tomcat, Apache, Shell Scripting, Infrastructure Automation, Cron Jobs, DevOps Best Practices, Environment Management (Development, Staging, Production), Documentation, On-Call Support, Monitoring Tools (Nagios), Resource Monitoring, Network Monitoring, Log Trace Monitoring